
     ISSN: 02953-106X
Volume 01, Issue 02, September,2019

Face Recognition Using Cascaded Object Detector in
MATLAB 

Bipasha Sen1, Paromita Mukherjee2

 Department of Computer Science and Engineering, PDM University, Bahadurgarh, India1,2.

Abstract—  Face  assume  a  significant  job  in  recognizing  individuals.  What  truly  acknowledges  the
Researchers  can  perceive  faces.  A  huge  number  of  individuals  perceive  faces,  and  albeit  visual
improvements have experienced real changes, it  is essential to recognize well-known faces, conditions,
appearances,  ages,  sexes,  and  issues,  for  example,  eyeglasses  or  haircut  changes.  Numerous  ongoing
occasions, for example, psychological oppressor assaults, have demonstrated that the most current security
frameworks are genuinely defective. Different government organizations are currently urged to improve
their wellbeing information frameworks dependent on physical or conduct qualities, frequently alluded to
as biometric sources. Face Detection (FD) is a fundamental biometric include that spotlights on building up
numerous  calculations  to  execute  an  assortment  of  frameworks.  FDD  is  one  of  the  fundamental
advancements  that  help  Human-PC  Interaction  (HCI).  In  this  manner,  FD  face  arrangement,  face
check/confirmation,  sexual  orientation/age  acknowledgment  and  face  acknowledgment  (FR)  are  the
principle  ventures  of  every  single  algorithmic  calculation.  This  paper  intends  to  propose  another
psychological oppression discovery calculation.  Different changes and face discovery capacities can be
proposed. This objective is executed at various stages and uses diverse proposed calculations. Initial, an
amazing propelled  format  comprising  of  calculations,  the  present  innovation  viewpoint  utilized  in  the
present innovation is utilized to recognize facial highlights, and the other is in opposition to the perspective,
in any event preparing should be possible progressively. Photograph based methodology at long last, a few
examples are utilized to control whether an example is experienced. The aftereffects of the rich research
demonstrate that the technique has a wide application run, solid lighting conditions, solid privateers and a
wide assortment. These outcomes originate from three distinctive facial databases. The proposed program
is actualized utilizing MATLAB programming and applies the calculation fell article finder and finds the
right location rate achieves 90% for identification. 

In this paper, the thermodynamic examination of 210 MW warm power plant has been done in a specific
bay weight (130 bar) and at various channel temperatures (790, 800, 810, 820, 830 K). 

Keywords—  Face  Detection  (FD),  MATLAB,  Advance  Template  coordinating  calculations,  Cascade
Object Detector.

1. Introduction

Facial recognition is a visual pattern recognition task. The three-dimensional human face, which is subject
to varying illumination, pose, expression, etc. has to be recognized. Analysis of Face recognition can be
performed on a variety of input data sources such as:

 A single 2D image.
 Stereo 2D images (two or more 2D images).
 3D laser scans.
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Also, soon Time of Flight (TOF) 3D cameras will be accurate enough to be used as well. The resolution of
these sources can be increased by one by the inclusion of a time dimension. A still  image with a time
dimension is a video sequence. The advantage is that the identification of a person can be determined more
precisely from a video sequence than from a picture since the identity of a person cannot change from two
frames taken in sequence from a video sequence. The study is constrained to face recognition from single
2D images even when tracking of faces is done in video sequences.

1.1 Importance of face detection
Face  detection  plays  an  important  role  in  today’s  world.  It  has  many  real-world  applications  like
human/computer interface, surveillance, authentication, and video indexing. However, research in this field
is still new Face recognition depends strictly on the particular choice of features used by the classifier. One
usually starts with a given set of features and then attempts to derive an optimal subset (under some criteria)
of features leading to high classification performance with the expectation that similar performance can also
be displayed on future trials using novel (unseen) test data. Interactive Face Recognition (IFR) can benefit
the areas of Law Enforcement, Airport Security, Access Control, Driver's Licenses & Passports, Homeland
Defense,  Customs  &  Immigration  and  Scene  Analysis.  The  study  deals  with  them;  in  turn,  Law
Enforcement Today's law enforcement agencies are looking for innovative technologies to help them stay
one step ahead of the world's ever-advancing terrorists.

2. LITERATURE SURVEY
Much of the work in computer recognition of faces has focused on detecting individual features such as the
eyes, nose,  mouth, and head outline, and defining a face model by the position, size, and relationships
among these features. Such approaches have proven difficult to extend to multiple views and have often
been quite fragile, requiring a good initial guess to guide them. Different research works performed in face
recognition in recent time are explained below.

M. Bicego et.al. [8] wrote a paper “Using Hidden Markov Models and Wavelets for face recognition”. In
this paper, a new system for face recognition was proposed, based on Hidden Markov Models (HMMs) and
wavelet coding. A sequence of overlapping sub-images is extracted from each face image, computing the
wavelet  coefficients for  each of them. The whole  sequence is  then modelled by using Hidden Markov
Models. The proposed method is compared with a DCT coefficients-based approach, showing comparable
results.

Liton  Chandra  Paul  et.al.  [9]  wrote  a  paper  “Face  Recognition  Using  Principal  Component  Analysis
Method”.  This  paper  mainly  addressed  the  building  of  face  recognition  system  by  using  Principal
Component Analysis (PCA). PCA is a statistical approach used for reducing the number of variables in face
recognition. In PCA, every image in the training set is represented as a linear combination of weighted
eigenvectors called Eigen faces. These eigenvectors are obtained from a covariance matrix of a training
image set.  The weights are found out after selecting a set of most relevant Eigen faces. Recognition is
performed by projecting a test image onto the subspace spanned by the Eigen faces and then classification is
done by measuring minimum Euclidean distance.

Divya Raj Singh N. Parmar et.al. [10] wrote a paper “Face Recognition Methods & Applications”. They
described that the Face Recognition system is used in security. Face recognition system should be able to
automatically detect a face in an image. This involves extracts its features and then recognize it, regardless
of lighting, expression, illumination, aging, transformations (translate, rotate and scale image) and pose,
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which is a difficult task. This paper contains three sections. The first section describes the common methods
like holistic matching method, feature extraction method, and hybrid methods. The second section describes
applications with examples and finally, the third section describes the future research directions of face
recognition.

Issam Dagher et.al. [11] wrote a paper “Face Recognition using the most Representative Sift Images”. In
this  paper,  face  recognition  using  the  most  representative  SIFT images  was  presented.  It  is  based  on
obtaining the SIFT (Scale Invariant Feature Transform) features in different regions of each training image.
Those regions were obtained using the K-means clustering algorithm applied on the key-points obtained
from the SIFT algorithm. Based on these features,  an algorithm which will  get  the most representative
images of each face is presented. In the test phase, an unknown face image is recognized according to those
representative  images.  In  order  to  show  its  effectiveness,  this  algorithm  is  compared  to  other  SIFT
algorithms and to the LDP algorithm for different databases.

G.  Hemalatha  et.al.  [12]  wrote  a  paper  “A Study  of  Techniques  for  Facial  Detection  and  Expression
Classification”. In this paper, they described the various approaches for facial recognition are categorized
into two namely holistic based facial recognition and feature based facial recognition. Holistic based treat
the image data as one entity without isolating different region in the face whereas feature-based methods
identify certain points  on the face such as  eyes,  nose,  and mouth,  etc.  In  this  paper,  facial  expression
recognition is analyzed with various methods of facial detection, facial feature extraction, and classification.

Sarabjit  Singh  et.al.  [13]  wrote  a  paper  “A  Face  Recognition  Technique  using  Local  Binary  Pattern
Method”. In this paper, they described that LBP is really a very powerful method to explain the texture and
model of a digital image. Therefore, it was ideal for feature extraction in face recognition systems.

A face image is first split into small regions that LBP histograms are extracted and then concatenated into a
single feature vector.  This vector forms an efficient  representation of the face area and can be used to
measure similarities between images. Automatic facial expression analysis is a fascinating and challenging
problem and impacts important applications in several areas such as human-computer interaction and data-
driven animation.

3. APPLICATIONS OF FACE RECOGNITION SYSTEM 
Face  recognition  is  also  useful  in  human-computer  interaction,  virtual  reality,  database  recovery,
multimedia, computer entertainment, information security e.g. operating system, medical records, online
banking., Biometric e.g. Personal Identification - Passports, driver licenses, Automated identity verification
-  border  controls,  Law  enforcement  e.g.  video  surveillance,  investigation,  Personal  Security  -  driver
monitoring system, home video surveillance system.

Face  Identification: Face  recognition  systems  identify  people  by  their  face  images.  Face  recognition
systems  establish  the  presence  of  an  authorized  person  rather  than  just  checking  whether  a  valid
identification (ID) or key is being used or whether the user knows the secret personal identification numbers
(Pins) or passwords. The following are an example.

To eliminate duplicates in a nationwide voter registration system because there are cases where the same
person was assigned more than one identification number. The face recognition system directly compares
the face images of the voters and does not use ID numbers to differentiate one from the others. When the top
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two matched faces are highly similar to the query face image, manual review is required to make sure they
are indeed different persons so as to eliminate duplicates.

Access Control: In many of the access control applications, such as office access or computer logon, the
size of the group of people that need to be recognized is relatively small. The face pictures are also caught
under natural conditions, such as frontal faces and indoor illumination. The face recognition system of this
application can achieve high accuracy without much co-operation from the user.  The following are the
example.

Face recognition technology is used to monitor continuously who is in front of a computer terminal.  It
allows the user to leave the terminal without closing files and logging out.  When the user leaves for a
predetermined time, a screen saver covers up the work and disables the mouse & keyboard. When the user
comes back and is recognized, the screen saver clears and the previous session appears as it was left. Any
other user who tries to log on without authorization is denied.

Security: Today more than ever, security is a primary concern at airports and for airline staff office and
passengers. Airport protection systems that use face recognition technology have been implemented at many
airports around the world. The following are the two examples.

4. PROPOSED METHODOLOGY
4.1 Advance Template matching algorithms
Cross-correlation is a template matching algorithm that estimates the correlation between two shapes that
have a similar orientation and scale.

For example, one way to handle translation problems on images, using template matching is to compare the
intensities of the pixels, using the SAD (Sum of absolute differences) measure. A pixel in the search image
with coordinates (xs, ys) has intensity Is (xs, ys) and a pixel in the template with coordinates (xt, yt) has
intensity It (xt, yt). Thus the absolute difference in the pixel intensities is defined as Diff (xs, ys, x t, y t) = |
Is (xs, ys) – It (x t, y t) |.

5. CONCLUSION
Face recognition is  a  biometric  system used to  identify or  verify a  person from a digital  image.  Face
Recognition system is used in security. Face recognition system should be able to automatically detect a
face in an image. This involves extracts its features and then recognize it, regardless of lighting, expression,
illumination, aging, transformations (translate, rotate and scale image) and pose, which is a difficult task. In
this  paper,  we  have  studied  the  literature  review  of  various  face  recognition  system along  with  their
application areas.
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